			[image: Neighbourhood Link Logo]



		[image: Action Fraud (NFIB)]







			[image: Message Type Icon]



		Stay vigilant for ticket fraud ahead of top events and concerts this summer. 







	

		Hello everyone,
In Action Fraud's new campaign, we are urging people planning to buy tickets or attend this summer’s events and concerts to stay vigilant to criminals.
According to new data, £9.7 million was lost to ticket fraud in 2024 in the UK alone. Action Fraud, the national fraud and cybercrime reporting service, has launched a new ticket fraud awareness campaign, warning people to be alert to fraudsters trying to catch out people planning for popular and sold-out events. 
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Follow our top tips to avoid falling victim to ticket fraud.
·  Only buy tickets from the venue’s box office, official promoter or agent, or a well-known ticketing website. 
·  Avoid paying for tickets by bank transfer, especially if buying from someone unknown. Credit card or payment services such as PayPal give you a better chance of recovering the money if you become a victim of fraud.
·  The password you use for your email account, as well as any other accounts you use to purchase tickets, should be different from all your other passwords. Use three random words to create a strong and memorable password, and enable 2-step verification (2SV).
·  Be wary of unsolicited emails, texts or adverts offering unbelievably good deals on tickets.
·  Is the vendor a member of STAR? If they are, the company has signed up to their strict governing standards. STAR also offers an approved Alternative Dispute Resolution service to help customers with outstanding complaints. For more information visit star.org.uk/buy_safe.
If you think you’ve been a victim of fraud, contact your bank immediately and report it to Action Fraud online at actionfraud.police.uk or by calling 0300 123 2040, or call Police Scotland on 101.
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	To reply or forward please use the below or these links: Reply, Rate, Forward / Share.

			[image: Reply to this alert]



		[image: Rate this alert]



		[image: Share this alert]



		[image: Change your alert settings]







	To login to your account click here, to report a fault click here, or unsubscribe

	
Information, advice and feedback
	Information displayed in this section may not be directly related to the above message.
Who can see your data: 
The organisations listed below are available "Information Providers". The ones that you currently share your data with and are willing to receive messages from are marked with a tick. If you are happy with these settings you do not need to do anything. To find out more about any of them and to change this list, please click the setting button below.
	[image: ] Action Fraud (NFIB)

	[image: ] Get Safe Online

	[image: ] The Police (Recommended)

	[image: ] Neighbourhood Watch (Recommended)

	[image: ] Office of the Police & Crime Commissioner (Recommended)
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			You are receiving this message because you are registered on Neighbourhood Link. Various organisations are licensed to send messages via this system, we call these organisations "Information Providers". Please note that this message was sent by Action Fraud (NFIB) and that Action Fraud (NFIB) does not necessarily represent the views of Neighbourhood Link or other Information Providers who may send you messages via this system.

You can instantly review the messages you receive and configure which Information Providers can see your information by clicking here, or you can unsubscribe completely, (you can also review our terms and conditions and Privacy Policy from these links).

This email communication makes use of a "Clear Image"(gif) to track results of the email campaign. If you wish to turn off this tracking for future emails, you can do so by not downloading the images in the e-mail itself. All links in the body of this email are shortened to allow click through monitoring.

VISAV Limited is the company which built and owns the Neighbourhood Alert platform that powers this system. VISAV's authorised staff can see your data and is registered with the Information Commissioner's Office as the national Data Controller for the entire database. VISAV needs to see your data in order to be able to manage the system and provide support; it cannot use it for commercial or promotional purposes unless you specifically opt-in to Membership benefits. Review the website terms.
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